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[FR Doc. 06–6849 Filed 8–9–06; 8:45 am] 
BILLING CODE 4510–30–C 

LEGAL SERVICES CORPORATION 

Request for Comments—LSC Budget 
Request for FY 2008 

AGENCY: Legal Services Corporation. 
ACTION: Request for comments—LSC 
budget request for FY 2008. 

SUMMARY: The Legal Services 
Corporation is beginning the process of 
developing its FY 2008 budget request 
to Congress and is soliciting suggestions 
as to what the request should be. 
DATES: Written comments must be 
received on or before September 1, 
2006. 

ADDRESSES: Written comments may be 
submitted by mail, fax or e-mail to 
Charles Jeffress, Chief Administrative 
Officer, Legal Services Corporation, 
3333 K St., NW., Washington, DC 20007; 
202–295–1630 (phone); 202–337–6386 
(fax); cjeffress@lsc.gov. 
FOR FURTHER INFORMATION CONTACT: 
Charles Jeffress, Chief Administrative 
Officer, Legal Services Corporation, 
3333 K St., NW., Washington, DC 20007; 
202–295–1630 (phone); 202–337–6386 
(fax); cjeffress@lsc.gov. 
SUPPLEMENTARY INFORMATION: The Legal 
Services Corporation’s (LSC) mission is 
to promote equal access to justice in our 
Nation and to provide for high-quality 
civil legal assistance to low income 
persons. LSC submits an annual budget 
request directly to Congress and 
receives an annual direct appropriation 
to carry out its mission. For the current 
fiscal year (FY 2006), LSC received an 
appropriation of $326,577,984 of which 
$308,385,346 was for basic field 
programs; $2,506,572 was for the Office 
of Inspector General; $12,661,199 was 
for management and administration; 
$1,238,971 was for technology initiative 
grants; and $1,785,896 was for grants to 
offset losses due to census adjustments. 
Public Law 109–108, 119 Stat. 2290. 
(The FY 2007 budget request has 
already been submitted to Congress and 
LSC is awaiting Congressional action.) 

As part of its annual budget and 
appropriation process, LSC notifies the 
Office of Management and Budget 
(OMB) as to what the LSC budget 
request to Congress will be for the next 
fiscal year. OMB requests this 
information by October 15 of each year. 
Accordingly, LSC is currently in the 
process of formulating its FY 2008 
budget request. 

LSC invites public comment on what 
its FY 2008 budget request should be. 

Interested parties may submit comments 
to LSC by September 1, 2006. More 
information about LSC can be found at 
LSC’s Web site: http://www.lsc.gov 

Dated: August 1, 2006. 
Victor M. Fortuno, 
Vice President and General Counsel. 
[FR Doc. E6–13108 Filed 8–9–06; 8:45 am] 
BILLING CODE 7050–01–P 

NATIONAL AERONAUTICS AND 
SPACE ADMINISTRATION 

[Notice (06–050)] 

Privacy Act of 1974; Privacy Act 
System of Records 

AGENCY: National Aeronautics And 
Space Administration (NASA). 
ACTION: Notice of proposed revisions to 
an existing Privacy Act system of 
records. 

SUMMARY: The National Aeronautics and 
Space Administration proposes to revise 
an existing system of records titled 
’’Security Records System’’ (NASA 
10SECR), last published on December 
13, 1999, (64 FR 69556). 

This system of records is being 
revised to describe the additional types 
of information being collected by NASA 
required by Homeland Security 
Presidential Directive 12 (Policy for a 
Common Identification Standard for 
Federal Employees and Contractors) and 
FIPS 201 (Personal Identity Verification 
(PIV) of Federal Employees and 
Contractors). Additionally, this system 
of records is being revised to reflect that 
NASA now collects and maintains 
emergency contact information for 
employees and contractors in order for 
notification of an employee or 
contractor’s next-of-kin in the event of 
a mishap involving the individual. 

The purposes of this system of records 
are to: 

1. Document security violations and 
supervisory actions taken. 

2. Ensure the safety and security of 
NASA facilities, systems, or 
information, and Agency occupants and 
users. 

3. Notify an employee’s next-of-kin or 
contractor in the event of a mishap 
involving the NASA or contractor 
employee. 

4. Complete the NASA identity 
proofing and registration process. 

5. Create data records in the Personal 
Identity Verification (PIV) Identity 
Management System (IDMS). 

6. Issue PIV cards to verify that 
individuals entering Federal facilities, 
using Federal information resources, or 
accessing classified information are 
authorized to do so. 

7. Track and control issued PIV cards. 
DATES: Submit comments September 11, 
2006. 
ADDRESSES: Patti F. Stockman, Privacy 
Act Officer, Office of the Chief 
Information Officer, National 
Aeronautics and Space Administration 
Headquarters, Washington, DC 20546– 
0001, (202) 358–4787, NASA– 
PAOfficer@nasa.gov. 

FOR FURTHER INFORMATION CONTACT: 
NASA Privacy Act Officer, Patti F. 
Stockman, (202) 358–4787, NASA– 
PAOfficer@nasa.gov. 

SUPPLEMENTARY INFORMATION: This 
publication is in accordance with the 
Privacy Act requirement that agencies 
publish their amended systems of 
records in the Federal Register when 
there is a revision, change, or addition. 
NASA’s Office of Security and Program 
Protection (OSPP) has reviewed its 
systems of records notices and has 
determined that its record system, 
Security Records System (NASA 
10SECR), must be revised to incorporate 
the changes described herein. 

NASA 10 SECR 

SYSTEM NAME: 

Security Records System. 

SECURITY CLASSIFICATION: 

None. 

SYSTEM LOCATION: 

Locations 1 through 9 and Locations 
11, 12, and 14 as set forth in Appendix 
A. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Civil Servant Employees, applicants, 
NASA committee members, NASA 
consultants, NASA experts, NASA 
Resident Research Associates, guest 
workers, contractor employees, 
detailees, visitors, correspondents 
(written and telephonic), Faculty 
Fellows, Intergovernmental Personnel 
Mobility Act (IPA) Employees, Grantees, 
Cooperative Employees, and Remote 
Users of NASA Non-Public Information 
Technology Resources. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Personnel Security Records, Personal 
Identity Records, Emergency Data 
Records, Criminal Matters, and Traffic 
Management. Specific records fields 
include, but are not limited to: Name, 
former names, date of birth, place of 
birth, social security number, home 
address, phone numbers, citizenship, 
traffic infraction, security violation, 
security incident, security violation 
discipline status and action taken. 
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